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About itrust consulting

2 1trust
Move securely within the cyberworld & compuliting
A itrust consulting An SME from Luxembourg specialising in
OWASP

Information Security Systems, with four business lines

A Audit and hacking
A Consulting, innovation, sourcing 6 ° @
A Research and development
A Training and awareness
A Skills and products brought collectively by all 17 employees “% Common Criteria
A Organisationaland technical audits: ISMS, Archiving, BCP/DRP Management, Data protection
A Penetration testing: Vulnerability scans and assessment, Blagkd-white -box
a. penetrations tests, Social engineering, Certification and accreditation Audits
A Malware.lu CERT
A Consulting Risk management: TRICK Service, DPIA, risks assessment on PKI| andrey,
a. ISMS documentation, implementation
A Licencing Software checkerAVCaesar

A Research and & Development: H2020, National
A Standardisation
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Roadmap

The VMS/RANT in ATENA
1. Avulnerability management and risk analysis system

2. Probing Darknets
3. Security at the end user: Smart Home IDS

4. Other and future work

5. Conclusion
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Vulnerabilities and risks
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Vulnerabilities and risks
Context of the VMS/RANT in ATENA

A. Requirements specific to the project
A Distributed architecture

Q Components included

in a node

Example of Node




Vulnerabilities and risks

Context of the VMS/RANT in ATENA

A. Requirements specific to the project
A Near-real-time

Components included
in a node

Example of Node




Vulnerabilities and risks
Context of the VMS/RANT in ATENA

A.Requirements specific to the project
A Interdependencies



Vulnerabilities and risks
Context of the VMS/RANT in ATENA

B. Slow and fast control loops
A Two tiers of RiskAssessmen8
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